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AIEREERASE © Brute Force Attack

{'version" '3.1', 'vectorString'":
'CVSS:3.1/AV:N/AC:L/PR:N/UI:N/
S:U/C:H/I:N/A:N', 'attackVector': 'NETWORK,
‘attackComplexity': 'LOW', 'privilegesRequired':
'NONE!, 'userinteraction’: 'NONE', 'scope”:
'UNCHANGED), 'confidentialitylmpact’: 'HIGH',
'integritylmpact’: 'NONE', ‘availabilitylmpact"
'NONE', 'baseScore’: 7.5, 'baseSeverity': 'HIGH',
'id: 'CVE-1999-1152"}
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